
GRAYLOG 
OPEN

Built to open standards, 
Graylog Open provides the 
core centralized log 
management functionality 
you need to collect, 
enhance, store, and 
analyze data. Support is 
through Graylog’s online 
resources, community, and 
other  Open groups.

COMPARE VERSIONS

GRAYLOG 
OPERATIONS

Operations and DevOps 
teams, built on the Graylog 
platform. Graylog 
Operations is designed to 
maximize your systems’ 
uptime, alert you to issues 
and outages, enhance 
productivity, and meet data 
retention requirements for 
larger teams and complex 
situations. 

GRAYLOG 
SECURITY

Graylog Security delivers on 
all of the promises of the 
traditional SIEM without all 
the complexity, alert 
fatigue, and high costs. Built 
on the Graylog platform, 
Graylog Security reduces 
the strain on your 
cybersecurity staff, 
improves your overall 
security posture, and 
reduces risk. Technical 
support included. 

FIND WHAT WILL WORK BEST FOR YOU
Your choice of scalable log management solution should let you do more with your 
security and performance data. Regardless of your company or team size, event and data 
stack, technologies, and configurations, Graylog has the right option to fit your needs.
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COMPARE VERSIONS
Delivery Options Self-Managed Cloud or  

Self-Managed
Cloud or  

Self-Managed
Users Unlimited Unlimited Unlimited
Alerting
Anomaly Detection ML / UEBA
Archiving and S3 Archiving
Audit Logs
Cluster Wide Scheduler
Content Packs
Correlation Engine
Dashboards
Dynamic Lookup Tables for Data Enrichment
Event Definitions
Event Definitions – Sigma Rules
Forwarder
Illuminate
Input – O365, Azure, GCP, AWS, Okta, PaloAlto
Input – Syslog, CEF, GELF, BEATS, HTTP-JSON, IPFIX, Netflow, Plain Text

Live Log View
Log Collector Fleet Management
Log Export CSV, Plain Text
Log Export JSON, NDJSON
Notifications – Email, HTTP Post
Notifications – Slack, MS-Teams, Discord, Enterprise Script
Outputs – STDOUT-Enterprise, Google Cloud Big Query
Outputs – TCP Raw, TCP Syslog
Reporting
Rest API
Risk-level Message Tagging
Role-based Access Control
Search Filters
Search Parameters
Search Workflows
Sigma Rules
Teams Management
Threat Intel Lookups
UI Customization
Watchlist Indicator
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